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CA Proxy

CA Proxy

Move client_ticket attribute to /var/lib/icinga2/pki

Refuse to sign certi�cate if it already has the correct chain and doesn’t
expire “soon”

Add SAN for self-signed certi�cates

Finish implementing TTL support for ApiCallbackInfo structs

Implement support for reinitializing the ApiListener’s SSL_CTX while
Icinga is running

Use case: No connection to the master + ticket: Where do we get our CA from?

Improve formatting and output for new CLI commands

Implement audit logging for CA requests

Improve error handling for the new CLI commands

Try to minimize disk I/O

Use CA certi�cate for trusted-master.crt

Cleanup timer for *.json �les

API request to approve requests

JSON result mode for “node setup” (--json)

New CLI command: “node status” + --json

Routing for CSR messages

Test upgrade path (/etc/icinga2/pki vs. /var/lib/icinga2/pki); CLI command

node wizard should save ca.crt for delayed CSR requests

node wizard: Make ticket optional

Ensure that Icinga does not sign CSRs using its own (non-matching) CA (for
satellites/agents)

Change default path for certi�cates to /var/lib/icinga2/pki

23 AugCLI command to approve requests

node wizard: Eliminate question for CSR host when the user speci�ed that Icinga
should initiate connections

node wizard: New question for “passive” CSR autosigning


